12-0627-P02 June 27, 2012
ADOPT AN INTERNET SAFETY POLICY

THE CHIEF EXECUTIVE OFFICER RECOMMENDS:
That the Board adopt an Internet Safety Policy.

PURPOSE: The Board intends to establish a separate stand-alone policy that enumerates internet safety
measures that the District will continue to implement to protect students from accessing inappropriate
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curricular measures the District will continue to implement to educate students about internet safety and
approprlate onllne behawor The reqwrements set out |n thls pollcy are mtended to ensure CPS
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safety education.

HISTORY OF BOARD ACTION: On June 26, 2002, the Board adopted amendments to its Policy on
Student Acceptable Use of the CPS Network to include new internet safety provisions in compliance with
CIPA (Board Report 02-0626-P004.) The Board subsequently adopted a modified Policy on Student
Acceptable Use of the CPS Network (Board Report 03-0326-P0O03), which superseded the previous
policy yet maintained the internet safety provisions. On June 26, 2002, the Board adopted amendments
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l. Inappropriate Network Usage

To the extent practlcal steps shaII be taken to promote the safety and security of users of the CPS

prevent (a) the unauthorized access, including so-called ‘hacking’ and other unlawful activities, and (b)
the unauthorized disclosure, use, and dissemination of student record information. These precautions
include, but are not limited to: network provisioning protocols, confidential passwords, network firewalls,
data encryption, electronic monitoring and physical data security.

V. Student Internet Safety Education and Supervision

Each school shall incorporate into the school currlculum a component on mternet safety to be taught at
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scope, age-appropriate components, duration and topics covered in this unit of instruction. At a minimum,
the unit of instruction shall address: (a) safety on the Internet; (b) appropriate behavior while on online, on
social networking Web sites, and in chat rooms; and (c) cyberbullying awareness and response. The unit
of instruction may be incorporated into the current courses of study regularly taught.

e e« T2 S W A M Y7 (17 i 1 T
j— ==~

designee to ensure compliance with this curricular requirement.

R

- dlam mmlimml mnimnlia ) m bl e Py Py ey Vg |




12-0627-P02

Aw for

Respectfully submitted:
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Jean-Claude/Brizard
Chief Ex ive Officer

Noted: Approved as to Legal Formw‘
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Chief Financial Officer General Counsel



