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C. Electronic Mail (“e-mail”) consists of all electronically transmitted information including
any combinations of text, graphics, audio, pictorial, or other information created on or
received by a computer application system and includes the transmission data, message
text, and all attachments.
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thousands of other smaller networks.

E. Other Electronic Devices include, but are not limited to, cellular telecommunication
devices such as cellular phones, pagers, text commumcatlon pagers, two-way text
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the network infrastructure.

F. Password is a secret word or series of letters and numbers that must be used to gain






04~0428-P02
b. Use distribution lists only as allowed by their position and only as appropriate
for business purposes.

c. Only request Public Folders and electronic discussion groups (distribution
ligtsadistgeryg ete)dhat are pssential gnd aerronriatear i S RA ST W (0056 S—

d. If a Public Folder is not used for six (6) months or used inappropriately, OTS
reserves the right to remove or delete the folder and the file content.

B. UNACCEPTABLE USES

Improper use of the CPS Network is prohibited. Actions that constitute unacceptable uses
of the CPS Network and that are not specifically addressed elsewhere in this policy
include, but are not limited to:

1. Using the CPS Network for, or in support of, any illegal purposes.

2. Using the CPS Network for, or in support of, any obscene or
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viewing of any sexually explicit material. If a Member inadvertently
accesses such information, he or she should immediately disclose the
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guidelines for blocking a site. This will protect the user against
allegations of intentionally violating this policy.
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should contact the Area Office or Office of Technology Services if they
have questions regarding use of copyright materials found through the
CPS Network).
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privacy or the confidentiality of employee or student records.

12. Using the CPS Network for personal financial gain or for the transaction
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13. Downloading software from the Internet without prior approval !rom tﬁe

OTS Department. Downloaded software can introduce computer viruses
onto the CPS network. In addition, anti-virus download software is not to
be disabled. All computers are configured to automatically scan any
material downloaded from the Internet.
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privileges to termlnatlon of employment V|olatnons of certain prowsmns in this policy may subject
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When inappropriate use is determined by a Member's supervusor the supervisor will notify, in
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ATTACHMENT A
CONSENT FORM AND RELEASE
School
Date

Board of Education
City of Chicago

125 South Clark Street
Chicago, lllinois 60603

| hereby consent to have

(full name and relation)
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